УТВЕРЖДЕНА

приказом Кировского областного территориального фонда обязательного медицинского страхования

от \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ № \_\_\_\_\_

**Политика**

**в отношении обработки персональных данных**

**в Кировском областном территориальном**

**фонде обязательного медицинского страхования**

1. **Общие положения**
   1. Политика в отношении обработки персональных данных в Кировском областном территориальном фонде обязательного медицинского страхования (далее – Политика) разработана в соответствии с Федеральным законом от 27.07.2006 № 152-ФЗ «О персональных данных» в целях обеспечения информационной безопасности при работе с персональными данными и соблюдения законных интересов граждан, являющихся субъектами персональных данных, обрабатываемых Кировским областным территориальным фондом обязательного медицинского страхования (далее – Фонд).
   2. Политика определяет категории субъектов персональных данных, цели, правовое основание, основные принципы и правила обработки персональных данных в Фонде, а также содержит сведения о реализуемых требованиях к защите персональных данных.
   3. Соблюдение правил и принципов Политики является обязательным для всех работников Фонда.
   4. Политика подлежит опубликованию на официальном сайте Фонда в сети Интернет.
   5. Политика может быть пересмотрена в случае изменения законодательства Российской Федерации о персональных данных и нормативных правовых актов, регламентирующих деятельность Фонда.
2. **Категории субъектов персональных данных**

Фонд осуществляет обработку персональных данных, принадлежащих:

* 1. Физическим лицам, застрахованным в системе обязательного медицинского страхования;
  2. Физическим лицам, обратившимся за медицинской помощью в медицинские организации, осуществляющие свою деятельность в сфере обязательного медицинского страхования;
  3. Физическим лицам, обратившимся в Фонд по вопросу выполнения их законных прав при обработке персональных данных в информационных системах персональных данных Фонда;
  4. Физическим лицам, государственная регистрация рождения и смерти которых произведена на территории Кировской области;
  5. Физическим лицам, в отношении которых принимаются решения исполнительным органом Фонда социального страхования Российской Федерации об оплате расходов на лечение непосредственно после произошедшего тяжелого несчастного случая на производстве;
  6. Физическим лицам, ответственным за причинение вреда здоровью застрахованного лица, при возмещении расходов в пределах суммы, затраченной на оказание медицинской помощи застрахованному лицу;
  7. Физическим лицам, являющимся плательщиками страховых взносов на обязательное медицинское страхование, внесённым в Единый государственный реестр юридических лиц и Единый государственный реестр индивидуальных предпринимателей;
  8. Физическим лицам, являющимся учредителями юридических лиц, внесённых в Единый государственный реестр юридических лиц;
  9. Физическим лицам, имеющим право действовать от имени юридических лиц, внесённых в Единый государственный реестр юридических лиц;
  10. Физическим лицам, наделённым правом электронной подписи;
  11. Физическим лицам, утратившим право на обязательное медицинское страхование;
  12. Физическим лицам, в отношении которых в Фонд поступают запросы от третьих лиц о предоставлении их персональных данных;
  13. Работникам, состоящим или ранее состоявшим в трудовых отношениях с Фондом, и их близким родственникам;
  14. Физическим лицам, являющимся соискателями на вакантные должности в Фонд;
  15. Физическим лицам, обратившимся в Фонд по различным вопросам (жалобы, заявления, предложения);
  16. Физическим лицам, состоящим в договорных и иных гражданско-правовых отношениях с медицинскими организациями, страховыми медицинскими организациями, Фондом*.*

1. **Цели обработки персональных данных**

Фонд осуществляет обработку персональных данных в целях реализации государственной политики в сфере обязательного медицинского страхования на территории Кировской области, а также соблюдения трудового законодательства Российской Федерации.

1. **Правовое основание обработки персональных данных**

Обработка персональных данных в Фонде осуществляется на основании:

* 1. Конституции Российской Федерации;
  2. Трудового кодекса Российской Федерации;
  3. Гражданского кодекса Российской Федерации;
  4. Федерального закона от 15.11.1997 № 143-ФЗ «Об актах гражданского состояния»;
  5. Федерального закона от 24.07.1998 № 125-ФЗ «Об обязательном социальном страховании от несчастных случаев на производстве и профессиональных заболеваний»;
  6. Федерального закона от 02.05.2006 № 59-ФЗ «О порядке рассмотрения обращений граждан Российской Федерации»;
  7. Федерального закона от 27.07.2006 № 152-ФЗ «О персональных данных»;
  8. Федерального закона от 29.11.2010 № 326-ФЗ «Об обязательном медицинском страховании в Российской Федерации»;
  9. Федерального закона от 06.04.2011 № 63-ФЗ «Об электронной подписи»;
  10. Федерального закона от 21.11.2011 № 323-ФЗ «Об основах охраны здоровья граждан в Российской Федерации»;
  11. Типового положения о территориальном фонде обязательного медицинского страхования, утверждённого приказом Министерства здравоохранения и социального развития Российской Федерации от 21.01.2011 № 15н.

1. **Основные принципы обработки персональных данных**
   1. Обработка персональных данных осуществляется на законной и справедливой основе.
   2. Обработка персональных данных ограничивается достижением конкретных, заранее определённых и законных целей.
   3. Не допускается объединение баз данных, содержащих персональные данные, обработка которых осуществляется в целях, несовместимых между собой.
   4. Содержание и объём обрабатываемых персональных данных соответствует заявленным целям обработки.
   5. При обработке персональных данных обеспечивается точность персональных данных, их достаточность, а в необходимых случаях и актуальность по отношению к целям обработки персональных данных.
   6. Фонд принимает необходимые меры либо обеспечивает их принятие по удалению или уточнению неполных или неточных данных.
   7. Хранение персональных данных осуществляется в форме, позволяющей определить субъекта персональных данных, не дольше, чем этого требуют цели их обработки, если срок хранения персональных данных не установлен федеральным законом, договором, стороной которого или выгодоприобретателем/поручителем по которому является субъект персональных данных.
   8. Обрабатываемые персональные данные уничтожаются либо обезличиваются по достижении целей обработки или в случае утраты необходимости в достижении этих целей.
2. **Способы обработки персональных данных**
   1. Фонд осуществляет сбор, систематизацию, накопление, хранение, уточнение (обновление, изменение), передачу (распространение, предоставление), обезличивание, уничтожение персональных данных.
   2. В Фонде используется смешанный (с использованием средств автоматизации и без использования средств автоматизации) способ обработки персональных данных.
   3. Фонд не осуществляет трансграничную передачу персональных данных.
3. **Меры по реализации требований к защите персональных данных**

Фонд при обработке персональных данных принимает необходимые правовые, организационные и технические меры для защиты персональных данных от неправомерного или случайного доступа к ним, их уничтожения, изменения, блокирования, копирования, предоставления, распространения, а также от иных неправомерных действий в отношении персональных данных:

* 1. Назначает ответственного за организацию обработки персональных данных;
  2. Издаёт локальные нормативные акты по организации защиты персональных данных;
  3. Контролирует выполнение работниками Фонда требований нормативных правовых актов по защите персональных данных;
  4. Устанавливает персональную ответственность работников Фонда за обеспечение безопасности обрабатываемых ими персональных данных;
  5. Содержит штат специалистов по информационной безопасности, организовывает их профессиональную подготовку;
  6. Ведёт учёт лиц, допущенных к работе с персональными данными в информационных системах персональных данных;
  7. Доводит до сведения работников, осуществляющих обработку персональных данных, положения законодательства и иных нормативных правовых актов Российской Федерации о персональных данных, локальных нормативных актов по вопросам обработки персональных данных, требований к защите персональных данных;
  8. Оценивает эффективность и достаточность принятых Фондом мер по обеспечению безопасности персональных данных;
  9. Применяет прошедшие в установленном порядке процедуру оценки соответствия средства защиты информации, в том числе средства криптографической защиты информации;
  10. Ведёт учёт машинных носителей персональных данных;
  11. Обеспечивает незамедлительное восстановление персональных данных, модифицированных или уничтоженных вследствие несанкционированного доступа к ним;
  12. Осуществляет контроль состояния защищённости информационных систем персональных данных и совершенствование системы их защиты;
  13. Разграничивает доступ в помещения, в которых производится обработка персональных данных;
  14. Устанавливает правила доступа к персональным данным, обрабатываемым в информационных системах персональных данных Фонда;
  15. Осуществляет регистрацию и учёт действий, совершаемых с персональными данными в информационных системах персональных данных Фонда.